CMMC 2.0 Readiness Assessment
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Helping DoD Contractors Prepare, Comply,
and Succeed Facility Solutions, Inc.

Why CMMC 2.0 Matters

The Cybersecurity Maturity Model Certification (CMMC) is now required for contractors
working with the Department of Defense (DoD). It verifies that companies have the
processes and practices in place to protect Controlled Unclassified Information (CUI)
and Federal Contract Information (FCI) across the Defense Industrial Base (DIB).

You must be CMMC-certified at the required level before beginning work on most DoD
contracts going forward.

What You Need to Know

4 Steps to e FClincludes non-public information related to goods
Compliance or services from the government.
e (Ul includes sensitive information that must be
protected by law or policy.
e Both may flow down to subcontractors.

Even systems that do not directly store CUI must be
segregated and protected. Entire networks may fall within
scope if data traverses through them.

Our On-Site & Remote Assessment
Includes:

Policy & Procedure Review

1. Pre-Assessment Infrastructure Evaluation (Networks, Firewalls, etc.)
Document & Evidence Collection

System Security Plan (SSP)

Plan of Action & Milestones (POA&M)

2. Assess Conformity
to Standards

3. Complete & Report

Results Getting Started is Simple
4. |ssue Certificate & 5 You’ll repeive a Welcome Packet with templates and
Closeout POA&M instructions.

17 Qur assessors will reach out to your designated team to
begin the review process.



In addition to

complying with DoD
Standards,
safeguarding your

data protects you

from nefarious actors.
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Protect Your Business and Your clients.
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Case Study

Streamlining CMMC Compliance for a Leading Electrical Contractor

A prominent electrical contractor with two offices, relying 100% on
Department of Defense (DoD) contracts, partnered with us to achieve
CMMC 2.0 compliance. Following a comprehensive audit, we identified the
most cost-effective path to upgrade their systems across both locations. As
their trusted consultant, we provided expert guidance and resources to
navigate the complex IT remediation process, ensuring they are on track to
meet compliance requirements efficiently and effectively.

e Conducted a full CMMC 2.0 audit, including USP 800, Network
Topology, POA&M, and System Security Plan.

o Identified budget-friendly solutions to upgrade systems across two
office locations.

e Acted as an ongoing consultant to streamline their path to DoD
compliance.

Education

Learning about CMMC and the IT process is half of the battle. Schedule
with us today a free webinar to review the new compliance landscape and
how you can start your cybersecurity journey.



